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	Reason for change:
	There are a batch of ENs in 5WWC:
· In clause 4.2.2, 
Editor's note:	This clause may need to be updated based on outcome of SA WG3 specifications.
ANS: The text in this clause is consistent with SA3’s conclusion. As a result, it can be removed.
· Editor's note:	The specification of LI requirement may be revised based on feedback from BBF.
ANS: Since BBF doesn’t provide further information on LI, it can be naturally removed.
· Editor's note:	BBF need to be consulted whether it is feasible for the 5G-RG to identify whether the same Line is used (e.g. after a disconnect and re-connect) or whether the 5G-RG can only notice that a Line has been disconnected and a Line has been connected but without identifying which Line.
ANS: BBF has informed SA2 that RG don’t need to identify which Line has beed connected. As a result, the EN can be removed.
· About QoS issue for FN-RG,
Editor's note:	QoS model should be verified with BBF. (QoS model applied to 5G-CRG is verified by CableLabs).
Editor's note:	How this clause applies to FN-BRG is FFS.
Editor's note:	How this clause applies to FN-BRG is FFS.
ANS: Since these QoS issue are BBF specific, as a result, these ENs can be removed if a reference to BBF is given.
· Editor's note:	Additional details regarding SUCI, including whether or not a Line ID in SUCI is concealed, is to be determined by SA WG3. The text above about SUCI for wireline access may need to be updated based on SA WG3 outcome.
Editor's note:	Additional details regarding SUCI, including whether or not a HFC_Identifier in SUCI is concealed, is to be determined by SA WG3. The text above about SUCI for wireline access may need to be updated based on SA WG3 outcome.
ANS: SA3 has concluded that “It can therefore be concluded that the SUCI, which is constructed by FAGF from SUPI (that contains a Line Id), there is no need to conceal the Line Id.”. As a result, the EN can be removed with the clarification that the GLI don’t need to be concealed.
· There are some other ENs can be removed directly.
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	Remove a batch of ENs as above and corresponding clarifications are given.
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**** First Change ****
[bookmark: _Toc19107055][bookmark: _Toc27840816]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	BBF TR-124 issue 5: "Functional Requirements for Broadband Residential Gateway Devices".
[6]	BBF TR-101 issue 2: "Migration to Ethernet-Based Broadband Aggregation".
[7]	BBF TR-178 issue 1: "Multi-service Broadband Network Architecture and Nodal Requirements".
[8]	CableLabs DOCSIS MULPI: "Data-Over-Cable Service Interface Specifications DOCSIS 3.1, MAC and Upper Layer Protocols Interface Specification".
[9]	BBF WT-456: "AGF Functional Requirements".
NOTE 1:	Technical Report of BBF WT-456 is TR-456 which will be available when finalized by BBF.
[10]	BBF WT-457: "FMIF Functional Requirements".
Editor's note:	The references to BBF WT-456 and WT-457 will be revised when finalized by BBF.
NOTE 2: 				Technical Report of BBF WT-457 is TR-457 which will be available when finalized by BBF.
[11]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[12]	BBF TR-177 Issue 1 Corrigendum 1: "IPv6 in the context of TR-101".
[13]	IETF RFC 6788: "The Line-Identification Option".
[14]	3GPP TS 23.003: "Numbering, Addressing and Identification".
[15]	IETF RFC 3315: "Dynamic Host Configuration Protocol for IPv6 (DHCPv6)".
[16]	IETF RFC 6603: "Prefix Exclude Option for DHCPv6-based Prefix Delegation".
[17]	IETF RFC 3633: "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version 6".
[18]	BBF TR-069: "CPE WAN Management Protocol".
[19]	BBF TR-369: "User Services Platform (USP)".
[20]	IETF RFC 3046: "DHCP Relay Agent Information Option".
[21]	IETF RFC 4604: "Using Internet Group Management Protocol Version 3 (IGMPv3) and Multicast Listener Discovery Protocol Version 2 (MLDv2) for Source-Specific Multicast".
[22]	3GPP TR 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[23]	3GPP TS 38.413: "NG RAN; NG Application Protocol (NGAP)".
[24]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[25]	3GPP TS 22.011: "Service accessibility".
[26]	3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode".
[bookmark: _Hlk8920865][27]	CableLabs WR-TR-5WWC-ARCH: "5G Wireless Wireline Converged Core Architecture".
[28]	IETF RFC 3376: "Internet Group Management Protocol, Version 3".
[29]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS)".
[30]	BBF TR-198: "DQS:DQM systems functional architecture and requirements".
[31]	3GPP TS 23.203: "Policy and charging control architecture".
[32]	3GPP TS 33.126: "Lawful Interception Requirements".
[33]	IETF RFC 2236: "Internet Group Management Protocol, Version 2".
[34]	IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)".
[35]	IETF RFC 1112: "Internet Group Management Protocol".
[36]	IETF RFC 2710: "Multicast Listener Discovery Version for IPv6".
[37]	IETF RFC 2010: "Operational Criteria for Root Name Servers".
**** Second Change ****
[bookmark: _Toc19107064][bookmark: _Toc27840825][bookmark: _Toc19107182]4.2.2	Identification and authentication
In the case of 5G-RG connected via W-5GAN or FWA, the specification defined in TS 23.501 [2] clause 5.2.3 applies with the following difference:
-	UE is replaced by 5G-RG.
In the case of FN-RG connected via W-5GAN, the specification defined in TS 23.501 [2] clause 5.2.3 applies with the following differences:
-	UE is replaced by FN-RG.
-	The W-AGF provides the NAS signalling connection to the 5GC on behalf of the FN-RG.
-	The W-5GAN may authenticate the FN-BRG per BBF specification WT-456 [9] and WT-457 [10]. The W-5GAN may authenticate the FN-CRG per CableLabs DOCSIS MULPI [8].
Editor's note:	This clause may need to be updated based on outcome of SA WG3 specifications.
**** Third Change ****
[bookmark: _Toc19107068][bookmark: _Toc27840829]4.2.6	Lawful Interception
In the case of 5G-RG connected via FWA the specification defined in TS 23.501 [2] clause 5.2.7 applies with the following difference:
-	UE is replaced by 5G-RG.
In the case of 5G-RG connected via W-5GAN, the definition and functionality of Lawful Interception defined in TS 33.126 [32] applies with the following difference:
-	UE is replaced by 5G-RG.
In the case of FN-RG connected via W-5GAN, the definition and functionality of Lawful Interception defined in TS 33.126 [32] applies with the following difference:
-	UE is replaced by FN-RG.
Editor's note:	The specification of LI requirement may be revised based on feedback from BBF.
**** 4th Change ****
[bookmark: _Toc19107075][bookmark: _Toc27840836]4.3.3.3	Management of Service Area Restrictions in wireline access
The subscription data in the UDM for a 5G-BRG includes a Service Area Restriction which may contain either Allowed or Non-Allowed Areas specified by using explicit Line IDs (and corresponding operator identifiers) and/or other geographical information (e.g., longitude/latitude, zip code, etc.).
The subscription data in the UDM for a 5G-CRG and FN-CRG includes a Service Area Restriction which may contain either Allowed or Non-Allowed Areas specified by using explicit HFC Node IDs and/or other geographical information (e.g., longitude/latitude, zip code, etc.).
The geographical information used to specify allowed or non-allowed area is only managed in the network, and the network will map it to a list of Line IDs or HFC Node IDs before sending Service Area Restriction information to the PCF.
The UDM stores the Service Area Restrictions for the 5G-RG or FN-CRG as part of the subscription data. The PCF in the serving network may (e.g. due to varying conditions such as 5G-RG's location,  time and date) further adjust Service Area Restrictions of a 5G-RG, either by expanding an allowed area or by reducing a non-allowed area. The UDM and the PCF may update the Service Area Restrictions of a 5G-RG or a FN-CRG at any time.
During registration, if the Service Area Restrictions of the 5G-RG or FN-CRG is not present in the AMF, the AMF fetches from the UDM the Service Area Restrictions of the 5G-RG or FN-CRG that may be further adjusted by the PCF. The serving AMF shall enforce the Service Area Restrictions of a 5G-RG and a FN-CRG. The AMF receives the location information (Line ID, HFC Node IDs) where the RG is connected from the W-AGF via N2.
The network does not send any Allowed Area or Non-Allowed Area to the 5G-RG for wireline access. If the 5G-RG initiates communication in an Allowed Area, the network accepts the communication as allowed by the subscription. If the 5G-RG initiates Service Request or SM signalling in a Non-Allowed Area, the AMF rejects the request with a suitable cause code indicating that the 5G-RG/W-AGF should not retry Service Request and SM signalling while being connected to the same line.
Editor's note:	BBF need to be consulted whether it is feasible for the 5G-RG to identify whether the same Line is used (e.g. after a disconnect and re-connect) or whether the 5G-RG can only notice that a Line has been disconnected and a Line has been connected but without identifying which Line.
Upon change of serving AMF due to mobility, the old AMF may provide the new AMF with the Service Area Restrictions of the 5G-RG that may be further adjusted by the PCF.
**** 5th Change ****
[bookmark: _Toc19107080][bookmark: _Toc27840841]4.5	QoS model
Editor's note:	QoS model should be verified with BBF. (QoS model applied to 5G-CRG is verified by CableLabs)
Editor's note:	How this clause applies to FN-BRG is FFS.
**** 6th Change ****
[bookmark: _Toc19107085][bookmark: _Toc27840846]4.5.2	QoS model applied to FN-RG
The FN-RG does not support 3GPP signalling and therefore, mapping and interworking between 5G QoS and the wireline access network resources is managed by the W-AGF on behalf of the FN-RG. 
The mapping of W-5GAN resources and 5GC QoS is configured in the W-AGF for the FN-CRG is specified by CableLabs. Resource management within the W-5GAN for the FN-CRG is specified by CableLabs.
The mapping of W-5GAN resources and 5GC QoS is configured in the W-AGF for the FN-BRG is specified by BBF. Resource management within the W-5GAN for the FN-BRG is specified by BBF.
Editor's note:	How this clause applies to FN-BRG is FFS.
**** 7th Change ****
[bookmark: _Toc19107099][bookmark: _Toc27840860]4.7.3	SUPI and SUCI for FN-BRG support
The SUPI for an FN-BRG subscription shall, based on operator configuration, either contain an IMSI or a GLI as defined in clause 4.7.8. A SUPI containing a GLI takes the form of a NAI whose user part is the GLI and whose realm part is an identifier of the operator owning the subscription.
The SUCI provided by the W-AGF to the 5GC for FN-BRG always corresponds to a SUPI containing a GLI. This SUCI acts as pseudonym of the SUPI and the UDM performs a mapping to the actual SUPI that, depending on operator configuration, contains either an IMSI or the same GLI that was provided in the SUCI.
As described in TS 23.003 [14], the SUCI also contains an identifier of the Home network, i.e. the identifier of the operator owning the subscription.
Editor's note:	Additional details regarding SUCI, including whether or not a Line ID in SUCI is concealed, is to be determined by SA WG3. The text above about SUCI for wireline access may need to be updated based on SA WG3 outcome.
**** 8th Change ****
[bookmark: _Toc19107100][bookmark: _Toc27840861]4.7.4	SUPI and SUCI for 5G-CRG and FN-CRG support
The SUPI for a 5G-CRG/FN-CRG subscription shall, based on operator configuration, contain either an IMSI, as described in clause 5.9.2 of TS 23.501 [2], or a GCI (Global Cable identifier defined in clause 4.7.9). A SUPI containing a GCI takes the form of a NAI where the user part is the GCI and the realm part is an identifier of the operator managing the subscription.
Editor's note:	The use of non-IMSI based SUPI and associated credentials and authentication method needs to be specified by SA WG3.
The SUCI provided by the 5G-CRG to the network contains the concealed SUPI, as described in TS 33.501 [11].
The SUCI provided to the network for FN-CRG support always corresponds to a SUPI containing a GCI. This SUCI acts as pseudonym of the SUPI and the UDM performs a mapping to the SUPI that, depending on operator configuration, contains either an IMSI or the same GCI than in the SUCI.
As described in TS 23.003 [14], for both cases where the SUCI contains an IMSI or contains a GCI the SUCI also contains an identifier of the Home network i.e. an identifier of the operator managing the subscription.
Editor's note:	Additional details regarding SUCI, including whether or not a HFC_Identifier in SUCI is concealed, is to be determined by SA WG3. The text above about SUCI for wireline access may need to be updated based on SA WG3 outcome.
**** 9th Change ****
[bookmark: _Toc27840867]4.8	Security aspects
Editor's note:	This clause includes delta related to Security aspect defined in TS 23.501 [2] clause 5.10, for example whether is need for FN-BRG based on SA WG3 and BBF discussion.
TS 23.501 [2] clause 5.10 applies to the FN-CRG with the following deltas:
-	Mutual authentication of the FN-CRG and the wireline access network is completed as specified by CableLabs DOCSIS MULPI [8]. The successful completion of the authentication of the FN-CRG is conveyed by the W-AGF serving the FN-CRG to the AMF.
-	UE is replaced by W-AGF on behalf of the FN-CRG for the balance of TS 23.501 [2] clause 5.10 and clauses.
-	See TS 33.501 [11] for additional requirements
TS 23.501 [2] clause 5.10 applies to the 5G-CRG with the following deltas:
-	The UE is replaced by the 5G-CRG
-	Signalling security aspects between the 5G-CRG and the W-AGF are specified by CableLabs in WR-TR-5WWC-ARCH [27].
-	See TS 33.501 [11] for additional requirements
**** 10th Change ****
[bookmark: _Toc19107122][bookmark: _Toc27840887][bookmark: _GoBack]5.1.1	W-AGF
The functionality of W-AGF in the case of Wireline 5G Access network includes the following:
-	Termination of N2 and N3 interfaces to 5G Core Network for control - plane and user-plane respectively.
-	Handling of N2 signalling from SMF (relayed by AMF) related to PDU Sessions and QoS.
-	Relaying uplink and downlink user-plane packets between the 5G-RG and UPF and between FN-RG and UPF. This involves:
-	Enforcing QoS corresponding to N3 packet marking, taking into account QoS requirements associated to such marking received over N2.
-	N3 user-plane packet marking in the uplink.
-	Supporting AMF discovery and selection defined in TS 23.501 [2] clause 6.3.5.
-	Termination of wireline access protocol on Y4 and Y5.
-	In the case of FN-RG the W-AGF acts as end point of N1 on behalf of the FN-RG.
In the case of Wireline 5G Broadband Access network the definition of W-AGF functionalities is specified in WT-456 [9] and WT-457 [10].
Editor's note:	the references to BBF WT-456 and WT-457 will be revised when finalized by BBF.
In the case of Wireline 5G Cable Access network the definition of W-AGF functionalities is specified by Cablelabs.
**** End of Change ****



